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Cookie-Hinweis  

JobCloud verwendet Cookies und andere ähnliche Tracking-Technologien, einschliesslich Technologien von 
Dri;anbietern auf den Webseiten, Apps, E-Mail-KommunikaDonen und anderen Online-Diensten von JobCloud. Sie 
werden verwendet, um die Nutzung unserer Dienste zu ermöglichen, zu verbessern, zu personalisieren und zu 
analysieren sowie für Zwecke der personalisierten Werbung. In diesem Cookie-Hinweis wird erklärt, was diese 
Technologien sind und warum und wie wir sie verwenden, sowie Ihre Rechte, unsere Nutzung dieser Technologien 
zu kontrollieren. Bi;e beachten Sie auch unsere Datenschutzerklärung, um zu erfahren, wie wir personenbezogene 
Daten von Ihnen verarbeiten.  
  
Von uns verwendete Tracking-Technologien  

Unsere Webseiten können Web-Beacons, Pixel, Plug-ins, Analysetools und andere ähnliche Technologien 
(gemeinsam als „Tracking-Technologie“ bezeichnet) verwenden, die es uns und Dri;en ermöglichen, Ihre Nutzung 
unserer Webseiten zu verfolgen.  
  
„Cookies“ sind kleine InformaDonsdateien, die in Ihrem Browser oder Ihrem Gerät abgelegt und gespeichert 
werden, wenn Sie unsere Webseiten besuchen oder unsere Apps nutzen. Unsere Webseiten können Session- 
Cookies (Sitzungscookies) und persistente Cookies auf Ihrem Gerät platzieren. „Session-Cookies“ sind Cookies, die 
normalerweise so lange bestehen bleiben, wie Sie Ihren Browser oder Ihre Browsersitzung verwenden. Wenn Sie 
Ihre Browsersitzung beenden, verfällt das Cookie. Session-Cookies werden beispielsweise verwendet, um Ihre 
AnmeldeinformaDonen während Ihres Besuchs auf der Webseite zu speichern.  

„Persistente Cookies” bleiben bestehen, nachdem Sie Ihren Browser geschlossen haben. Dies ermöglicht 
beispielsweise einen schnelleren und o[mals komfortableren Zugriff auf unsere Webseiten. Persistente Cookies 
werden beispielsweise für die automaDsche Anmeldung eingesetzt, wenn der/die Nutzer:in dies im Rahmen des 
Registrierungsvorgangs ausdrücklich wünscht.  

Unsere Webseiten können Cookies von Webseiten, die Sie besucht haben, bzw. so genannte „First-PartyCookies“ 
platzieren und Dri;en ermöglichen, Cookies auf Ihrem Gerät zu platzieren. „First-Party-Cookies“ sind von JobCloud 
gesetzte Cookies. Darüber hinaus nutzen unsere Webseiten externe Dienste, die ebenfalls eigene Cookies, 
sogenannte „Third-Party“-Cookies, setzen. Alle Dri;en, die in unserem Au[rag Nutzungsdaten verarbeiten, sind 
vertraglich zu Massnahmen verpflichtet, die die Sicherheit und Vertraulichkeit der verarbeiteten Daten 
gewährleisten.  
  
„Pixel-Tags“ (auch Beacons genannt) sind kleine Codeblöcke, die auf Webseiten, Apps, E-Mails oder Anzeigen 
platziert werden und es uns ermöglichen, Benutzer:innen bei der Bereitstellung unserer Dienste zu idenDfizieren 
und InterakDonen mit unseren Placormen und Apps zu verfolgen.  
  
„So:ware Development Kits“ (auch SDKs genannt) sind Codeblöcke, die wie Cookies und Pixel-Tags für mobile 
ApplikaDonen (Apps) funkDonieren. SDKs ermöglichen das Sammeln von InformaDonen über das Gerät und 
Netzwerk, mit dem Sie auf unsere Anwendungen zugreifen, sowie über Ihre InterakDon mit unseren Anwendungen.  
  
„Log Files” (Protokolldateien): Beim Besuch unserer Placormen werden allgemeine Zugriffsdaten zu staDsDschen 
Zwecken in einer Protokolldatei gespeichert. Zu diesen ProtokollinformaDonen gehören die folgenden Elemente: 
IP-Adresse, Datum und Uhrzeit des Zugriffs, Name der abgerufenen Datei, Zugriffsstatus (OK, Teilinhalt, Dokument 
nicht gefunden usw.), Seite, von der aus der Zugriff erfolgte, Top-Level-Domain (*.ch, *.fr, *.com etc.), verwendeter 
Webbrowser, verwendetes Betriebssystem, verwendete Placorm (Desktop oder Mobilgerät). JobCloud verarbeitet 
solche Daten in anonymisierter Form, um beispielsweise zu ermi;eln, an welchen Tagen besonders viele Besuche 
stacinden. Es erfolgt keine personalisierte Auswertung der Logfiles.  
  
„Google Consent Mode“: JobCloud verwendet den Google Consent-Modus, um die Leistung unserer 
MarkeDngkampagnen und das Nutzerverhalten abzuschätzen. Der Google-Consent-Modus sendet Pings ohne 
Cookies an die Google-Server, unabhängig von den Cookie-ZusDmmungseinstellungen. Pings ohne Cookies können 
im Rahmen der regulären HTTP-/Browser-KommunikaDon die folgenden InformaDonen enthalten: IP-Adresse, 
Bildschirmgrösse und -auflösung, BrowserinformaDonen, Ihr Standort (Land), bevorzugte Spracheinstellung, 
besuchte Webseiten/Unterseiten, InterakDonen mit Webseiten-Elementen (Klicks, Scrollen, Mausbewegungen), 
Datum und Uhrzeit des Zugriffs auf die Webseiten.  
 

https://www.jobcloud.ch/c/de-ch/datenschutzerklarung/
https://www.jobcloud.ch/c/de-ch/datenschutzerklarung/
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Wie verwenden wir Tracking-Technologien?  
  
1. UNBEDINGT ERFORDERLICHE IMPLEMENTIERUNG  

Für die NavigaDon auf unseren Webseiten und die Nutzung der FunkDonalitäten der Webseiten sind unbedingt 
erforderliche Cookies erforderlich. Die von uns verwendeten Cookies sind für die FunkDonalität und Leistung 
unserer Webseiten erforderlich, ermöglichen einen effizienteren und sichereren Betrieb unserer Webseiten und 
erleichtern Ihnen die Nutzung der angebotenen FunkDonen und Dienste, z.B. Cookies, welche die KernfunkDonen 
der Webseiten wie Benutzeranmeldung und Kontoverwaltung ermöglichen. In den Fällen, in denen in besDmmten 
von uns verarbeiteten Cookies personenbezogene Daten von EU-Nutzenden enthalten sind, erfolgt die 
Verarbeitung gemäss Art. 6 Abs. 1 lit. f DSGVO zur Wahrung unseres berechDgten Interesses an der Gewährleistung 
einer opDmalen FunkDonalität der Webseiten.  
  
Tealium iQ Tag Manager  

Die in den Abschni;en betreffend „FunkDonale und analyDsche Zwecke“ und „MarkeDng Zwecke“ erläuterten 
Cookies werden in Tealium iQ über die Tealium Consent Management-FunkDonalität verwaltet. Mit dieser 
Anwendung ermöglichen wir Webseiten-Besuchenden, die von ihnen verwendeten Cookies zu verwalten und zu 
besDmmen, welche Tags, Skripte und Pixel akDviert werden sollen. Es wird protokolliert, für welche Kategorie 
der/die Benutzer:in seine/ihre Einwilligung erteilt hat (Opt-In-Management). Damit verwalten wir Ihre 
Einwilligungen zur Datenverarbeitung über unsere Webseiten, insbesondere das Setzen von Cookies, sowie Ihr 
Recht auf Widerruf bereits erteilter Einwilligungen. Zweck der Datenverarbeitung ist die Einholung und 
DokumentaDon der erforderlichen Einwilligungen zur Datenverarbeitung und damit die Einhaltung gesetzlicher 
Verpflichtungen.  
  
Verarbeitendes Unternehmen: Tealium Inc., 9605 Scranton Rd., Ste. 600, San Diego, CA 92121, USA  
Verarbeitungszweck: Cookie-ZusGmmungsverwaltung  
Verwendete Technologien: Cookies, die im Browser platziert werden  
Verarbeitete Daten: Datum und Uhrzeit der Einwilligung des Nutzers/der Nutzerin (implizit oder explizit), URL der besuchten 
Zielseite, anonymisierte IP-Adresse und User-Agent, Opt-In- und Opt-Out-Daten.  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit c DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Vereinigten Staaten von Amerika weiter. Weitere 
InformaGonen finden Sie in der Datenschutzerklärung des Website-Anbieters oder wenden Sie sich direkt an den Website-
Anbieter.  
Datenempfänger der erhobenen Daten: Tealium Inc.  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://tealium.com/privacy-noGce  
  

Name  Anbieter  Speicherdauer  

CONSENTMGR  Tealium  1 Jahr  

  
JobCloud Pixel für ProgrammaTc AdverTsing Produkte  

JobCloud platziert Pixel auf den eigenen Webseiten zur Messung der Anzahl der Klicks von Bewerbenden auf die 
Anzeigen, Eliminierung von Bot-Klicks oder Mehrfachklicks desselben Bewerbers/derselben Bewerberin und 
Zuordnung der Bewerbenden zu den Stellenanzeigen. Die Platzierung der Pixel erfolgt auf den Stellenanzeigen auf 
JobCloud und auf externen Placormen sowie auf den Bewerbungsformularen im Au[rag von Geschä[skunden, 
die ProgrammaDc-AdverDsing-Produkte nutzen.  
  
Verarbeitendes Unternehmen: JobCloud, Albisriederstrasse 258, 8047 Zürich, Schweiz  
Verarbeitungszweck: Messung der Klicks, OpGmierung, Analyse  
Verwendete Technologien: Pixel, die im Browser platziert werden  
Verarbeitete Daten: IP-Adresse (anonymisiert nach 30 Tagen), Verhaltensdaten (auf der Webseite des Kunden: Anzahl und 
Dauer der Besuche, beschränkt auf die vom Kunden angegebenen Seiten und im Zusammenhang mit dem Bewerbungsformular, 
verwendete Geräte und Browser, zuletzt besuchte Seite).  
Rechtsgrundlage für die EU: Aufragsbearbeitungsvertrag mit den Kunden von JobCloud  
Ort der Verarbeitung: Schweiz  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten nicht in Länder ausserhalb der Schweiz weiter.  
Datenempfänger der erhobenen Daten: JobCloud AG  

https://tealium.com/privacy-notice
https://tealium.com/privacy-notice
https://tealium.com/privacy-notice
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Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: 
h_ps://www.jobcloud.ch/c/dech/datenschutzerklarung/  
  

Name  Anbieter  Speicherdauer  

jc_70cf13d6-b593-43e0-
bf7b903a0fc82i1_jax_details  
  

JobCloud  30 Tage  

jc_70cf13d6-b593-43e0-
bf7b903a0fc82i1_other_details  

JobCloud  30 Tage  

  
Weitere technisch notwendige Cookies für die FunkTonalität und fehlerfreie Leistung unserer Webseiten  
  
JobCloud AG  

Verarbeitendes Unternehmen: JobCloud AG, Albisriederstrasse 253, 8047 Zürich, Schweiz  
Verarbeitungszweck: FunkGonalität und fehlerfreie Leistung der Website  
Verwendete Technologien: Cookies, die im Browser platziert werden  
Verarbeitete Daten: Session-ID  
Rechtsgrundlage für die EU: Art. 6 Abs. 1 lit. f DSGVO  
Ort der Verarbeitung: Schweiz  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Europäische Union weiter. 
Datenempfänger der erhobenen Daten: JobCloud AG  
Klicken  Sie  hier,  um  die  Datenschutzrichtlinie  von  JobCloud  zu  lesen: 
 h_ps://www.jobcloud.ch/c/dech/datenschutzerklarung/  
  

Name  Anbieter  Speicherdauer  

session_id  JobCloud  180 Tage  

refresh-token  JobCloud  14 Tage  

access_token  JobCloud  1 Stunde  

cookie_disclaimer_dismissed  JobCloud  2 Jahre  

ab_experiments JobCloud 1 Monat 

auth_event JobCloud Max. 10 Sekunden 

auth_handler JobCloud Max. 1 h 

install_naGve_app_dismissed JobCloud 14 Tage 

is_authenGcated JobCloud 30 Tage 

login_teaser JobCloud 3 Tage 

profile_prefill_dismissed JobCloud 1 Jahr 

passwordless_user_token JobCloud Session 

profile_teaser_applicaGon JobCloud 1 Tag / 365 Tage 

search_version JobCloud Session 

spo_ed-teaser-dissmissed JobCloud 1 Jahr 

user_authenGcated JobCloud 1 Jahr 

user_email JobCloud Session 

user_returning JobCloud 1 Jahr 

user_salary JobCloud Session 

user_token JobCloud 1 Jahr 

vacancy_search_teasers_dismissed JobCloud 365 Tage 
  

https://www.jobcloud.ch/c/de-ch/datenschutzerklarung/
https://www.jobcloud.ch/c/de-ch/datenschutzerklarung/
https://www.jobcloud.ch/c/de-ch/datenschutzerklarung/
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FuncTonal So:ware, Inc. d/b/a Sentry  

Verarbeitendes Unternehmen: FuncGonal Sofware, Inc. d/b/a Sentry, 45 Fremont Street, 8th Floor, San Francisco, CA 94105, 
USA  
Verarbeitungszweck: FunkGonalität und fehlerfreie Leistung der Website 
Verwendete Technologien: Cookies, die im Browser platziert werden  
Verarbeitete Daten: UU-ID, Session-ID  
Rechtsgrundlage für die EU: Art. 6 Abs. 1 lit. f DSGVO 
Ort der Verarbeitung: Europäische Union, USA  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Europäische Union und in die Vereinigten Staaten 
von Amerika weiter. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Website-Anbieters oder wenden Sie sich 
direkt an den Website-Anbieter.  
Datenempfänger der erhobenen Daten: FuncGonal Sofware Inc.  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://sentry.io/privacy/  
  

Name  Anbieter  Speicherdauer  

Sentry-sc  Sentry  1 Jahr  

gsID  Sentry  Dauer der Session  

session  Sentry  Dauer der Session  

  
2. FUNKTIONALE UND ANALYTISCHE ZWECKE  

Der Einsatz funkDonaler Cookies ist erforderlich, damit unsere Website für Sie opDmal funkDoniert. Durch die 
gesammelten InformaDonen erfahren wir beispielsweise, wie Besuchende unsere Webseiten nutzen und welche 
Seiten am häufigsten besucht werden. Durch die Analyse der Art und Weise, wie Benutzende die Webseiten nutzen, 
können wir qualitaDv hochwerDgere, relevantere Suchergebnisse sowie ein opDmiertes Web-Erlebnis bereitstellen. 
Eine Webseite sollte so aufgebaut sein, dass Sie sich als Besucher:in auf der Seite wohlfühlen und sich leicht 
zurechkinden. Dank der Analysetools können wir unsere Webseiten a;rakDver gestalten und erhalten Feedback 
über die Qualität unserer Webseiten.  
  
JobCloud – FunkTonale Cookies  
  

Name  Anbieter  Speicherdauer  

opGmize_experiments  JobCloud  1 Monat  

  
Microso: Clarity  

Wir nutzen Clarity auf unseren Webseiten zur Analyse des Besucherverhaltens. Wir erhalten Berichte und Bilder 
von Clarity, die uns zeigen, wo und wie sich Benutzende auf unseren Webseiten bewegen und mit welchen 
Elementen sie interagieren. Persönlich idenDfizierbare InformaDonen werden anonymisiert und erreichen niemals 
den Server von Clarity. Dies bedeutet, dass Sie als Webseiten-Benutzer:in nicht persönlich idenDfiziert werden und 
wir dennoch viel über Ihre InterakDon mit unseren Webseiten erfahren.  
  
Verarbeitendes Unternehmen: Microsof Ireland OperaGons Limited, One Microsof Place, South County Business Park, 
Leopardstown, Dublin 18 D18 P521, Irland  
Verarbeitungszweck: Analyse  
Verwendete Technologien: Cookie und Tracking Code, die im Browser platziert werden 
Verarbeitete Daten: IP-Adresse, Bildschirmgrösse und -auflösung, BrowserinformaGonen, Ihr Standort (Land), bevorzugte 
Spracheinstellung, besuchte Webseiten/Unterseiten, InterakGonen mit Webseiten-Elementen (Klicks, Scrollen, 
Mausbewegungen), Datum und Uhrzeit des Zugriffs auf die Webseiten und ihre Unterseiten 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1 lit. a DSGVO  
Ort der Verarbeitung: Die von Microsof erfassten personenbezogenen Daten können in der EU, in den Vereinigten Staaten und 
in jeder anderen Gerichtsbarkeit, in der Microsof oder seine verbundenen Unternehmen, Tochtergesellschafen oder 
Dienstanbieter Niederlassungen unterhalten, gespeichert und verarbeitet werden. Typischerweise befindet sich der primäre 
Speicherort in der Region des Kunden oder in den Vereinigten Staaten, mit einer Datensicherung in einem Rechenzentrum in 
einer anderen Region.  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Europäische Union und die Vereinigten Staaten 
von Amerika und kann die die erhobenen Daten auch in ein anderes Land weiterleiten. Weitere InformaGonen finden Sie in der 
Datenschutzerklärung des Website-Anbieters oder wenden Sie sich direkt an den Website-Anbieter.  

https://sentry.io/privacy/#:%7E:text=d%2Fb%2Fa%20Sentry.,%2C%20San%20Francisco%2C%20CA%2094105
https://sentry.io/privacy/#:%7E:text=d%2Fb%2Fa%20Sentry.,%2C%20San%20Francisco%2C%20CA%2094105
https://sentry.io/privacy/#:%7E:text=d%2Fb%2Fa%20Sentry.,%2C%20San%20Francisco%2C%20CA%2094105
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Datenempfänger der erhobenen Daten: Microsof Ireland OperaGons Limited, Microsof 
CorporaGon, One Microsof Way, Redmond, Washington 98052, USA  
Klicken  Sie  hier,  um  die  Datenschutzrichtlinie  des  Datenverarbeiters  zu  lesen: 
h_ps://privacy.microsof.com/privacystatement  
  

Name  Anbieter  Speicherdauer  

_clck  Clarity  1 Jahr  

_clsk  Clarity  1 Tag  

CLID  Clarity  1 Jahr  

ANONCHK  Clarity  10 Minuten  

MR  Clarity  Dauer der Session  

MUID  Clarity  1 Jahr  

SM  Clarity  Dauer der Session  

  
Google AnalyTcs  

Google AnalyDcs ist ein Webanalysedienst. Damit können wir den Return-On-Investment (ROI) messen sowie das 
Nutzerverhalten mit Flash, Video, Webseiten und Anwendungen verfolgen. Dieser Dienst ermöglicht es uns, 
Benutzer:innen zu unterscheiden, die Anfragerate zu drosseln und eine eindeuDge ID zu registrieren, die zur 
Generierung staDsDscher Daten darüber verwendet wird, wie der/die Besucher:in die Webseiten nutzt.  
  
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: Analyse  
Verwendete Technologien: Cookies, Pixel and JavaScript, die im Browser platziert werden.  
Verarbeite Daten: Klickpfad, Datum und Uhrzeit des Besuchs, GeräteinformaGonen, StandorGnformaGonen, anonymisierte IP-
Adresse, besuchte Seiten, Referrer-URL, BrowserinformaGonen, Hostname, Browsersprache, Browsertyp, Bildschirmauflösung, 
Gerätebetriebssystem, InterakGonsdaten, Benutzerverhalten, besucht URL, Cookie-ID.  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Website-Anbieters oder wenden Sie sich direkt 
an den Website-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC USA, Alphabet Inc.  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy?hl=en  
  

Name  Anbieter  Speicherdauer  

_ga  Google AnalyGcs  2 Jahre  

_gid  Google AnalyGcs  1 Tag  

_gali  Google AnalyGcs  30 Sekunden  

_gat_globalGaTracker  Google AnalyGcs  
0 Tage  
  

  0 Tage 

_gat_UAxxxxxxxxxx  Google AnalyGcs    
 
Tealium Collect  

Wir nutzen diesen Dienst, um alle clientseiDgen BenutzerinformaDonen und -ereignisse zu sammeln und an die 
Tealium-Kundendatenplacorm zu senden, wo die Daten (bei entsprechender ZusDmmung) von Server zu Server 
an andere Dri;anbieter wie Google AnalyDcs oder Salesforce MarkeDng weitergeleitet werden.  

Verarbeitendes Unternehmen: Tealium Inc., 9605 Scranton Rd., Ste. 600, San Diego, CA 92121, USA  
Verarbeitungszweck: Analyse  
Verwendete Technologien: Cookies, die im Browser platziert werden  

https://privacy.microsoft.com/privacystatement
https://privacy.microsoft.com/privacystatement
https://policies.google.com/privacy?hl=en
https://policies.google.com/privacy?hl=en
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Verarbeitete Daten: Klickpfad, Datum und Uhrzeit des Besuchs, GeräteinformaGonen, 
StandorGnformaGonen, anonymisierte IP-Adresse, besuchte Seiten, Referrer-URL, BrowserinformaGonen, Hostname, 
Browsersprache, Browsertyp, Bildschirmauflösung, Gerätebetriebssystem, InterakGonsdaten, Benutzerverhalten, besucht URL, 
Cookie-ID 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO 
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Vereinigten Staaten von Amerika weiter. Weitere 
InformaGonen finden Sie in der Datenschutzerklärung des Website-Anbieters oder wenden Sie sich direkt an den Website-
Anbieter.  
Empfänger der erhobenen Daten: Tealium Inc.  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://tealium.com/privacy-noGce  
  

Name  Anbieter  Speicherdauer  

utag_main  Tealium  1 Jahr  

TAPID  Tealium  1 Jahr  

tealium_Gming  Tealium  persistent  

 

FuncTonal So:ware, Inc. d/b/a Sentry  

Verarbeitendes Unternehmen: FuncGonal Sofware, Inc. d/b/a Sentry, 45 Fremont Street, 8th Floor, San Francisco, CA 94105, 
USA  
Verarbeitungszweck: FunkGonalität und fehlerfreie Leistung der Website  
Verwendete Technologien: Cookies, die im Browser platziert werden 
Verarbeitete Daten: Session-ID  
Rechtsgrundlage für die EU: Art. 6 Abs. 1 lit. a DSGVO 
Ort der Verarbeitung: Europäische Union, USA  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Europäische Union und in die Vereinigten Staaten 
von Amerika weiter. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Website-Anbieters oder wenden Sie sich 
direkt an den Website-Anbieter.  
Datenempfänger der erhobenen Daten: FuncGonal Sofware Inc.  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://sentry.io/privacy/  
  

Name  Anbieter  Speicherdauer  

AMP_MKTG  Sentry  1 Jahr  

AMP  Sentry  1 Jahr  

  
Zendesk GmbH  

Wir setzen Zendesk für die Betreuung, Unterstützung und Einbindung von Kunden ein, um KundeninterakDonen zu 
verwalten sowie ein effizientes Kundenservice zu gewährleisten sowie zur Leistungsverbesserung und Analyse der 
FunkDonen.  
  
Verarbeitendes Unternehmen: Zendesk GmbH c/o TaylorWessing, Neue Schönhauser Str. 3-5, 10178 Berlin, Deutschland 
Verarbeitungszweck: Analyse  
Verwendete Technologien: Cookie und Tags, die im Browser platziert werden 
Verarbeitete Daten: Cookies, Ereignisse (z. B. Seitenaufruf)  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Europäische Union weiter. Weitere InformaGonen 
finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Zendesk GmbH  
Klicken  Sie  hier,  um  die  Datenschutzrichtlinie  des  Datenverarbeiters  zu  lesen: 
h_ps://www.zendesk.de/company/agreements-and-terms/privacy-noGce/  
  

Name  Anbieter  Speicherdauer  

ZD-suid  Zendesk  permanent  

https://tealium.com/privacy-notice
https://tealium.com/privacy-notice
https://tealium.com/privacy-notice
https://sentry.io/privacy/#:%7E:text=d%2Fb%2Fa%20Sentry.,%2C%20San%20Francisco%2C%20CA%2094105
https://sentry.io/privacy/#:%7E:text=d%2Fb%2Fa%20Sentry.,%2C%20San%20Francisco%2C%20CA%2094105
https://sentry.io/privacy/#:%7E:text=d%2Fb%2Fa%20Sentry.,%2C%20San%20Francisco%2C%20CA%2094105
https://www.zendesk.de/company/agreements-and-terms/privacy-notice/
https://www.zendesk.de/company/agreements-and-terms/privacy-notice/
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ZD-build  Zendesk  permanent  

ZD-store  Zendesk  permanent  

  
Adobe AnalyTcs  

Adobe AnalyDcs ist ein Webanalysedienst. Damit können wir die EffekDvität von Werbekanälen messen und den 
Weg der Nutzer auf Websites und Anwendungen verfolgen. Dieser Dienst ermöglicht es uns, eine eindeuDge ID zu 
registrieren, die verwendet wird, um staDsDsche Daten darüber zu generieren, wie die Besucher die Website 
nutzen, und staDsDsche Analysen über die Leistung der Website oder der Anwendung zu erstellen.  
  
Verarbeitendes Unternehmen: Adobe Systems Sofware Ireland Ltd, 4–6 Riverwalk City West Business Campus, Dublin 24,  
Ireland  
Verarbeitungszweck: Analyse  
Verwendete Technologien: Cookies, Pixel und JavaScript, die im Browser platziert werden 
Verarbeitete Daten: Cookie-ID, aktueller Besuch 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Europäische Union und in die Vereinigten Staaten 
von Amerika weiter. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Website-Anbieters oder wenden Sie sich 
direkt an den Website-Anbieter.  
Empfänger der erhobenen Daten: Adobe Systems Sofware Ireland Ltd, Adobe Inc.  
Klicken  Sie  hier,  um  die  Datenschutzrichtlinie  des  Datenverarbeiters  zu  lesen: 
h_ps://www.adobe.com/ch_de/privacy/policy.html  
  

Name Anbieter Speicherdauer  
demdex  Adobe AnalyGcs  180 Tage  

dextp  Adobe AnalyGcs  180 Tage  

AMCV  Adobe AnalyGcs  2 Jahre  

AMCVS  Adobe AnalyGcs  Dauer der Sitzung  
  
3. MARKETING-ZWECKE (zielgerichtete Werbung, Cookies und ähnliche Technologien)  

JobCloud verwendet MarkeDng-Cookies, um sicherzustellen, dass Benutzende relevantere Werbebotscha[en 
erhalten, indem eine opDmale Ausrichtung der Anzeigen gewährleistet wird. Wir verwenden solche Cookies auch, 
um die Wirksamkeit der Anzeigen zu messen.  

AdRoll 

Adroll ist ein digitales MarkeDngportal, das auf RetargeDng und personalisierte Display-Werbung spezialisiert ist, 
um Unternehmen dabei zu unterstützen, Besucher:innen erneut zu erreichen und Kampagnen auf Webseiten, 
sozialen Medien oder per E-Mail zu opDeren. Mithilfe fortschri;licher Datenanalysen und KI-Technologien spielt 
AdRoll gezielt Anzeigen aus, um die Kund:innenbindung zu erhöhen und den Umsatz zu steigern. 

Verarbeitendes Unternehmen: NextRoll, Inc. (einschliesslich AdRoll-Plattform), 2300 Harrison St, Fl 2, San Francisco, CA 94110, 
Vereinigte Staaten von Amerika 
Verarbeitungszweck: Werbung, Retargeting, Kampagnenoptimierung, Analyse, Tracking, Attribution 
Verwendete Technologien: Cookies, die im Browser platziert werden, Pixel auf unseren Websites; Mobile Identifier 
Verarbeitete Daten: Cookie-ID, Geräte- und Browserinformationen, IP-Adresse (ungefähre Geolokalisierung), Seitenaufrufe, 
ausgespielte/geklickte Anzeigen, Browseraktionen, CRM-/E-Mail-Daten (gehasht), Geräte-Werbe-IDs, aggregierte 
Segmentdaten 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO 
Ort der Verarbeitung: Vereinigte Staaten, Europäische Union und andere Regionen mit angemessenem Datenschutzniveau  
Übermittlung in Drittländer: Daten können in die Vereinigten Staaten und andere Länder übermittelt werden. NextRoll stützt 
sich auf Standardvertragsklauseln (SCC) und andere geeignete Schutzmassnahmen gemäss DSGVO sowie dem Schweizer 
Datenschutzgesetz (DSG), um einen angemessenen Schutz bei internationalen Datenübermittlungen zu gewährleisten. Weitere 
Informationen finden Sie in der Datenschutzerklärung des Websitebetreibers oder erhalten Sie direkt beim Website-Anbieter. 
Empfänger der erhobenen Daten: Tochtergesellschaften von NextRoll, Technologie- und Lieferpartner, Kund:innen (in 
pseudonymisierten Segmenten), Dienstleister 
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: https://www.nextroll.com/privacy  
 

https://www.adobe.com/ch_de/privacy/policy.html
https://www.adobe.com/ch_de/privacy/policy.html
https://www.nextroll.com/privacy
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Name Anbieter Speicherdauer 

__adroll AdRoll 13 Monate nach der letzten Nutzung 

__ar_v4 AdRoll 13 Monate nach der letzten Nutzung 

__adroll_shared AdRoll 13 Monate nach der letzten Nutzung 

__adroll_fpc AdRoll 13 Monate nach der letzten Nutzung 

__adroll_opt_out AdRoll 
Bis Opt-out widerrufen oder 
zurückgesetzt wird 

(Ad-Tracking-Cookies – vollständige 
Liste in der Datenschutzerklärung)   

 
Snap Pixel 

Der Dienst speichert und verarbeitet InformaDonen über das Verhalten der Besucher:innen auf unseren Websites. 
Mithilfe von Snap Pixel können wir nachvollziehen, welche AkDonen Nutzer:innen auf unseren Websites ausführen, 
nachdem sie eine Snap-Anzeige gesehen oder angeklickt haben. Dieses Verfahren dient der Auswertung der 
Wirksamkeit von Snapchat-Anzeigen zu staDsDschen und Markkorschungszwecken und kann dazu beitragen, 
zukün[ige Werbemassnahmen zu opDmieren. 
 
Verarbeitendes Unternehmen: Snap Inc., 3000 31st Street, Santa Monica, California 90405 
Verarbeitungszweck: Conversion-Tracking, Remarketing, Statistik, Marktforschung 
Verwendete Technologien: Pixel 
Verarbeitete Daten : Daten zu besGmmten Events (z. B. Seitenaufrufe, Content-Ansichten, Suchanfragen, Warenkorb-
AkGonen, Checkout oder Käufe, Leads und Anmeldungen; sowohl Standard- als auch benutzerdefinierte Events), Anonymisierte 
Nutzer:innen- und GeräteinformaGonen (einschliesslich Gerätetyp, Betriebssystem, Browser, IP-Adresse zur 
StandortbesGmmung, Snapchat-Benutzer-ID wenn zutreffend, Sprach- oder Regionseinstellungen), Verhaltens- und Conversion-
Daten (z. B. welche Anzeigen Nutzer:innen auf die Website führten, welche AkGonen nach dem Klick auf eine Anzeige 
durchgeführt wurden, Kauieträge, Verweildauer auf Seiten – diese InformaGonen helfen Werbetreibenden, die Leistung zu 
messen, Kampagnen zu opGmieren und Nutzer:innen erneut anzusprechen). Das Snapchat Pixel erhebt keine 
personenbezogenen Daten wie Name, E-Mail oder ZahlungsinformaGonen, es sei denn, diese werden explizit über 
benutzerdefinierte Ereignisse bereitgestellt. Zusätzlich bietet Snapchat eine Conversion-API für serverseiGges Tracking an, um 
die Genauigkeit zu verbessern, wenn browserbasiertes Tracking eingeschränkt ist. 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
Übermittlung in Drittländer: Dieser Dienst kann die erfassten Daten in ein anderes Land übermitteln, z. B. in die Vereinigten 
Staaten von Amerika. Weitere Informationen finden Sie in der Datenschutzerklärung des Websitebetreibers oder erhalten Sie 
direkt beim Website-Anbieter. 
Empfänger der erhobenen Daten: Die Daten werden von Snap gespeichert und verarbeitet, sodass eine Verbindung zum 
jeweiligen Nutzer:innenprofil möglich ist. Snap kann die Daten gemäss der Datenschutzrichtlinie von Snap für eigene 
Werbezwecke verwenden. 
Die Datenschutzrichtlinie des Datenverarbeiters finden Sie hier: https://values.snap.com/privacy/privacy-center 
 

Name Anbieter Speicherdauer 
__Host-sc-a-auth-session Snap Sitzung oder 1 Jahr 

__Host-sc-a-nonce Snap Ende der Sitzung oder 1 Jahr 

__Host-sc-a-session Snap Ende der Sitzung oder 1 Jahr 

__Host-sc-a-session-skip-login Snap Ende der Sitzung oder 1 Jahr 

__Host-X-Snap-Client-Cookie Snap 1 Jahr 

_sc-sid Snap Ende der Sitzung, 30 Minuten 
Inaktivität oder Mitternacht (UTC) 

 
Google DV360 

Es handelt sich um eine Demand-Side-Plattform zur Verwaltung von Werbekampagnen, die es uns ermöglicht, 
unseren Nutzer :innen auf Google-Partnerseiten relevante Anzeigen zu platzieren, Nutzer:innenaktionen zu 
analysieren und Kampagnenberichte zu erhalten. 
 
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, D04 V4X7, Irland 

https://values.snap.com/privacy/privacy-center
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Verarbeitungszweck: Remarketing, Werbung, Analyse, Optimierung 
Verwendete Technologien: Cookie and Pixel 
Verarbeitete Daten: IP-Adresse, eindeutige Nutzer-ID (einschliesslich Drittanbieter- und Publisher-IDs), Geräte- und 
Browserdaten, Standort, Anzeigen-/Anfrageinformationen, Interaktionsdaten 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
Übermittlung in Drittländer: Daten können in die Vereinigten Staaten übertragen werden; Google LLC und zugehörige 
Unternehmen halten sich an das EU-US Data Privacy Framework 
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC USA, Alphabet Inc.; Daten können zudem mit Analytics 
360, YouTube und ausgewählten Drittplattformen geteilt werden. 
Die Datenschutzrichtlinie des Datenverarbeiters finden Sie hier: h_ps://policies.google.com/privacy 
 

Name Anbieter Speicherdauer 

DSID DV360 2 Wochen 

test_cookie DV360 15 Minuten 

id DV360 13 Monate (EWR/UK), 24 Monate 
(sonstige Länder); OPT-OUT bis: 
2030/11/09 

__gads DV360 13 Monate 

receive-cookie-deprecation DV360 6 Monate 

pm_sess DV360 30 Minuten 

pm_sess_NNN DV360 30 Minuten 

aboutads_sessNNN DV360 30 Minuten 

FPAU DV360 90 Tage 

ANID* DV360 3 Monate (EWR/UK), 24 Monate 
(sonstige Länder) 

AID* DV360 3 Monate (EWR/UK), 24 Monate 
(sonstige Länder) 

ar_debug DV360 90 Tage 

IDE DV360 3 Monate (EWR/UK), 24 Monate 
(sonstige Länder) 

TAID* DV360 14 Tage 

FPGCLDC DV360 90 Tage 

_gcl_dc DV360 90 Tage 

_gcl_au DV360 90 Tage 

FLC DV360 10 Sekunden 

RUL DV360 12 Monate 

APC DV360 6 Monate 

 

Google AdsDS/Double Click  

Es handelt sich um einen Werbe- und Messdienst, der von Google Ireland Limited bereitgestellt wird. Dank diesem 
können wir relevante Anzeigenzeigen, die EffekDvität von Kampagnen bewerten und die MarkeDng-Performance 
opDmieren. Zudem hil[ es festzustellen, ob Anzeigen korrekt angezeigt wurden und welche für die Nutzer:innen 
relevant sein könnten. 
 
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: Werbung, Tracking, Analyse, OpGmierung  
Verwendete Technologien: Cookies und Pixel, die im Browser platziert werden 
Verarbeitete Daten: Cookies: BrowserinformaGonen; Klick-Pfad; Cookie-InformaGonen, Datum und Uhrzeit des Besuchs, 
demografische Daten; Gerätekennungen, StandorGnformaGonen, Hardware-/Sofwaretyp, Internetdienstanbieter, IP-Adresse; 
Häufigkeit, mit der Anzeigen gesehen werden, Bereitstellungsdomänen, InterakGonsdaten, Seitenaufrufe, Conversion-Daten 
(Performance-Metrics der Anzeigen) 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs. 1, lit. a DSGVO  

https://policies.google.com/privacy?hl=en
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Ort der Verarbeitung: Europäischer Wirtschafsraum (EWR) und andere Regionen, in denen 
Google oder seine Tochtergesellschafen Rechenzentren betreiben 
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Google stützt sich auf Standardvertragsklauseln (SCC) und andere geeignete Schutzmassnahmen gemäss DSGVO 
sowie dem Schweizer Datenschutzgesetz (DSG), um einen angemessenen Schutz bei internaGonalen Datenübermi_lungen zu 
gewährleisten. 
Empfänger der erhobenen Daten: Google Ireland Limited (EU), Google LLC (USA), Alphabet Inc. (Mu_ergesellschaf). 
Die Cookie-Richtlinie des Datenverarbeiters finden Sie hier: h_ps://policies.google.com/technologies/cookies 
Sie können zudem Ihre Werbepräferenzen über die Google Ad Sevngs verwalten oder personalisierte Werbung über die 
Network AdverGsing IniGaGve ablehnen.  
 

Name  Anbieter  Speicherdauer  

RUL  Google AdsAD/Double Click  1 Jahr  

IDE  Google AdsAD/Double Click  13 Monate (EWR) 

test_cookie  Google AdsAD/Double Click  15 Minuten 

1p_jar  Google Ads/Double Click  30 Tage 

AEC  Google Ads/Double Click  6 Monate  

ar_debug  Google Ads/Double Click  90 Tage 

APISID  Google Ads/Double Click  2 Jahre  

NID  Google Ads/Double Click  6 Monate  

SAPISID  Google Ads/Double Click  25 Monate  

__Secure-1PAPISID  Google Ads/Double Click  25 Monate  

__Secure-1PSIDTS  Google Ads/Double Click  1 Jahr  

__Secure-3PAPISID  Google Ads/Double Click  25 Monate  

HSID  Google Ads/Double Click  25 Monate  

SID  Google Ads/Double Click  2 Jahre  

SIDCC  Google Ads/Double Click  2 Jahre  

SSID  Google Ads/Double Click  25 Monate  

__Secure-1PSID  Google Ads/Double Click  25 Monate  

__Secure-1PSIDCC  Google Ads/Double Click  1 Jahr  

__Secure-3PSID  Google Ads/Double Click  25 Monate  

__Secure-3PSIDCC  Google Ads/Double Click  1 Jahr  

__Secure-3PSIDTS  Google Ads/Double Click  1 Jahr  

__Secure-ENID  Google Ads/Double Click  13 Monate  

  
Einstein email recommendation  

Dieser Dienst ermöglicht es uns, unseren Nutzer:innen, die die Jobscout24-E-Mail-Kampagnen erhalten, relevante 
Anzeigen auszuspielen, die ausgeführten AkDonen zu analysieren und Kampagnenberichte zu erhalten. 
 
Verarbeitendes Unternehmen: Salesforce, Inc. Salesforce Tower, 415 Mission Street, 3rd Floor, San Francisco, CA 94105, 
Vereinigte Staaten 
Verarbeitungszweck: Werbung, Analyse, OpGmierung 
Verwendete Technologien: Collect Tracking Code API, JavaScript-Snippet, das Daten über das Verhalten von JobScout24-
Besucher:innen erfasst, sowie der Einstein RecommendaGons Catalog, der InterakGonen und A_ribute enthält, die zur 
Erstellung von Einstein-RecommendaGons genutzt werden 
Verarbeitete Daten: In-Site-Suchen, Tracking von Ansichten von ArGkeldetails und Conversion-AkGvitäten 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union 

https://policies.google.com/technologies/cookies?hl=en
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ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land 
weiterleiten, z.B. Vereinigte Staaten von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des 
Websitebetreibers oder direkt beim Website-Betreiber. 
Empfänger der erhobenen Daten: Salesforce, Inc. Salesforce Tower, 415 Mission Street, 3rd Floor, San Francisco, CA 94105, 
Vereinigte Staaten 
Die Datenschutzrichtlinie des Datenverarbeiters finden Sie hier: h_ps://www.salesforce.com/company/legal/privacy/ 
 

Name Anbieter Speicherdauer 
igodigitaltc2 Salesforce 10 Jahre 

igodigitalst_ Salesforce 1 Stunde 

igodigitalstdomain Salesforce 1 Stunde 

 

Criteo  

Criteo ist eine Werbeplacorm, über die JobCloud verschiedene So[warelösungen bucht, um Nutzenden 
personalisierte Werbung anzuzeigen. Mit Hilfe von Criteo werten wir den Webseiten-Traffic unserer Nutzenden aus 
und schalten darauf basierend individuell gestaltete und platzierte Werbeanzeigen. Criteo verwendet einen 
verhaltensorienDerten RetargeDng-Ansatz, der die Online-AkDvitäten der Benutzenden verfolgt, um personalisierte 
Werbung anzuzeigen. Durch die Erfassung von Browsing-Daten über sein Tracking-Tool, den Criteo Tracker (Cookie), 
hil[ uns Criteo dabei, die Browsing-Gewohnheiten der Nutzenden zu analysieren, um die relevantesten Anzeigen 
für einzelne Nutzer:innen zu ermi;eln.  
  
Verarbeitendes Unternehmen: Criteo SA, 32 Rue Blanche, 75009 Paris, Frankreich 
Verarbeitungszweck: Tracking, Personalisierung, OpGmierung, MarkeGng, Werbung, RetargeGng 
Verwendete Technologien: Cookie und Pixel, die im Browser platziert werden Der Criteo OneTag ist ein JavaScript Tag, der von 
Criteo zum Tracking von Verhaltensdaten der Nutzer beim Browsen unseren Webseiten.  
Verarbeitete Daten: Cookies: IP-Adresse, BrowserinformaGonen, Nutzungsdaten, Gerätedaten, Datum und Uhrzeit des  
Besuchs, mobile Werbe-IDs, Android/Google Werbe-ID, iOS-ID für Werbetreibende, Cookie ID  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs. 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erhobenen Daten in die Europäische Union weiter. Weitere InformaGonen 
finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Criteo SA  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://www.criteo.com/privacy/ 
Criteo-Partner: Um seine Dienste bereitzustellen, kann Criteo die folgende Liste von Partnern nutzen:  
h_ps://www.criteo.com/privacy/our-partners/  
  

Name  Anbieter  Speicherdauer  

Optout Criteo 400 Tage 

receive-cookiedeprecation Criteo 13 Monate 

browser_data Criteo 13 Monate 

cto_bundle Criteo 13 Monate 

cto_optout Criteo 13 Monate 

criteo_write_test Criteo Nach Erstellung gelöscht 
  
AcTveCampaign  

Bei der Anmeldung zu unserem Newsle;er verarbeiten wir Ihre personenbezogenen Daten. Für die Planung,  
Durchführung, Verwaltung und Auswertung unserer E-Mail-Kampagnen nutzen wir AcDveCampaign, einen E-Mail-
MarkeDng-Anbieter. Die So[ware konzentriert sich auf E-Mail-MarkeDng, MarkeDng-AutomaDsierung und CRM-
AutomaDsierung. Mithilfe von AcDveCampaign können wir unsere MarkeDng- und Vertriebsprozesse opDmieren. 
Wenn Sie eine mit AcDveCampaign versendete E-Mail öffnen, verbindet sich eine in der E-Mail enthaltene Datei 
(ein sogenannter Web-Beacon) mit den Servern von AcDveCampaign in den USA. Dadurch kann festgestellt werden, 
ob eine Newsle;er-Nachricht geöffnet wurde und welche Links ggf. angeklickt wurden. Darüber hinaus werden 
technische InformaDonen erfasst (z. B. Zeitpunkt des Abrufs, IP-Adresse, Browsertyp und Betriebssystem). Diese 
InformaDonen können nicht dem jeweiligen Newsle;er-Empfänger zugeordnet werden. Die Nutzung erfolgt 

https://www.salesforce.com/company/legal/privacy/
https://www.criteo.com/privacy/
https://www.criteo.com/privacy/our-partners/
https://www.criteo.com/privacy/our-partners/
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ausschliesslich zur staDsDschen Auswertung von Newsle;er-Kampagnen. Die 
Ergebnisse dieser Analysen können genutzt werden, um kün[ige Newsle;er besser an die Interessen der 
Empfänger anzupassen. Wenn Sie keine Analyse durch AcDveCampaign wünschen, müssen Sie den Newsle;er 
abbestellen. Hierzu stellen wir in jeder Newsle;er-Nachricht einen entsprechenden Link bereit.  
 
Verarbeitendes Unternehmen: AcGveCampaign, 1 North Dearborn St, 5th Floor, Chicago, IL 60602, USA  
Verarbeitungszweck: Untersuchung des Nutzungsverhaltens, elektronischer Versand von Direktwerbung und OpGmierung von 
Inhalten 
Verwendete Technologien: Cookie und Pixel, die im Browser platziert werden  
Verarbeitete Daten: Daten zur Erstellung von NutzungsstaGsGken, Daten zur Nutzung der Webseiten sowie Protokollierung der 
Klicks auf einzelne Elemente, Kontaktdaten wie Name oder E-Mail-Adresse 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: USA  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: AcGveCampaign, LLC  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://www.acGvecampaign.com/privacypolicy/  
  

Name  Anbieter  Speicherdauer  

Prism_*  AcGveCampaign  2 Jahre  

prism_#  AcGveCampaign  29 Tage  

 

Microso: AdverTsing 

Wir nutzen die „Microso[ AdverDsing“-RemarkeDng-FunkDon (ehemals Bing Ads), die von Microso[ Ireland 
OperaDons Limited bereitgestellt wird. Wenn Sie unsere Website nach einem Klick auf eine Microso[ Bing-Anzeige 
besuchen, speichert Microso[ ein Cookie auf Ihrem Gerät. Dadurch können Microso[ und wir Klicks auf Anzeigen 
erkennen, Conversions messen und die Kampagnenleistung verbessern. 
 
Auf unseren Websites werden mithilfe von Microso[ AdverDsing Daten erfasst und gespeichert, aus denen 
pseudonyme Nutzungsprofile erstellt werden können. Dies ermöglicht uns, die Wirksamkeit unserer Anzeigen zu 
bewerten und das Verhalten der Besucher:innen nach der InterakDon mit Bing Ads zu analysieren. Auf unseren 
Websites ist ein Bing-Tag integriert, das zusammen mit dem Cookie InformaDonen über AnzeigeninterakDonen, 
Sitzungsdauer und besuchte Seiten speichert. 
 
Verarbeitendes Unternehmen: Microsof Ireland OperaGons Limited, One Microsof Place, South County Business Park,  
Leopardstown, Dublin 18 D18 P521, Irland  
Verarbeitungszweck: Tracking und RemarkeGng  
Verwendete Technologien: Cookie und Pixel, die im Browser platziert werden  
Verarbeitete Daten: Die Gesamtzahl der Nutzer:innen, die auf eine Microsof-Anzeige geklickt haben sowie aggregierte 
Kennzahlen wie Sitzungsdauer, besuchte Seiten und Anzeigen-ID. Es werden keine personenbezogenen Daten zur IdenGtät der 
Nutzer:innen weitergegeben. 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO (die Verarbeitung erfolgt auf Basis Ihrer Einwilligung, die Sie 
jederzeit über unser Cookie-Einstellungsmenü widerrufen können) 
Ort der Verarbeitung: Europäische Union sowie andere Regionen, in denen Microsof oder seine Tochtergesellschafen 
Rechenzentren betreiben. 
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Microsof stützt sich auf Standardvertragsklauseln (SCC) und weitere geeignete Schutzmassnahmen gemäss 
DSGVO sowie dem Schweizer Datenschutzgesetz (DSG), um ein angemessenes Schutzniveau bei internaGonalen 
Datenübermi_lungen zu gewährleisten. 
Empfänger der erhobenen Daten: Microsof Ireland OperaGons (EU), Microsof CorporaGon (USA) und zugehörige Microsof-
Unternehmen. 
Die Datenschutzrichtlinie des Datenverarbeiters finden Sie hier: h_ps://privacy.microsof.com/ 
Sie können Ihre Einwilligung jederzeit über unser Cookie-Einstellungsmenü oder über die Datenschutzkontrollen von Microsof 
unter h_ps://account.microsof.com/privacy. 
 

Name  Anbieter  Speicherdauer  

https://www.activecampaign.com/privacy-policy/
https://www.activecampaign.com/privacy-policy/
https://www.activecampaign.com/privacy-policy/
https://www.activecampaign.com/privacy-policy/
https://privacy.microsoft.com/
https://account.microsoft.com/privacy


  
   

Cookie-Hinweis Januar 2026 13  

_uetsid  MS Bing  1 Tag  

_uetvid  MS Bing  13 Monate  

MUID  MS Bing  390 Tage  

MSPTC  MS Bing  390 Tage  

 

X Ads (ehemals Twifer)  

Der Dienst speichert und verarbeitet InformaDonen über das Nutzerverhalten der Webseiten-Besuchenden auf 
unseren Webseiten. Mit Hilfe von Twi;er können wir insbesondere die AkDonen von Nutzenden nachverfolgen, 
nachdem diese eine Twi;er-Werbeanzeige auf einer externen Webseite gesehen oder angeklickt haben. Dieses 
Verfahren dient dazu, die Wirksamkeit der Twi;er-Ads zu staDsDschen und Markkorschungszwecken auszuwerten 
und kann dabei helfen, zukün[ige Werbemassnahmen zu opDmieren.  
  
Verarbeitendes Unternehmen: X CorporaGon, One Cumberland Place, Fenian Street, D02 AX07 Dublin 2, Irland 
Verarbeitungszweck: Conversion-Erfassung, RemarkeGng, StaGsGken, Markxorschung 
Verwendete Technologien: Cookie und Pixel, die im Browser platziert werden  
Verarbeitete Daten: Es werden staGsGsche, pseudonyme Daten erhoben und an Twi_er übermi_elt, um uns auf dieser Basis 
entsprechende StaGsGken zur Verfügung zu stellen und Ihnen interessenspezifische Angebote anzeigen zu können. Diese Daten 
werden in einem Cookie gespeichert. Die erhobenen Daten sind für uns anonym, sodass wir keine Rückschlüsse auf die IdenGtät 
der Nutzer:innen ziehen können.  
Rechtsgrundlage für EU-Nutzender: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: X CorporaGon, X Inc. Market Square, 1355 Market St #900, San Francisco, USA  
Die Daten werden von Twi_er gespeichert und verarbeitet, sodass eine Verbindung zum jeweiligen Nutzer:innenprofil möglich 
ist und Twi_er die Daten für eigene Werbezwecke entsprechend der Datenschutzerklärung von Twi_er nutzen kann. Klicken Sie 
hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://twi_er.com/privacy.  
 

Name  Anbieter  Speicherdauer  

personalizaGon_id  X (Twi_er)  2 Jahre  

 
LinkedIn Ads  
 
Wir nutzen auf unseren Webseiten die Conversion-Tracking-Technologie und die RetargeDng-FunkDon der 
LinkedIn CorporaDon. Mithilfe dieser Technologie können Besuchern dieser Webseiten personalisierte 
Werbeanzeigen auf LinkedIn angezeigt werden. Darüber hinaus besteht die Möglichkeit, anonyme Berichte über 
die Leistung der Werbeanzeigen sowie InformaDonen zur Webseiten-InterakDon zu erstellen. Zu diesem Zweck ist 
auf dieser Webseite das LinkedIn Insight-Tag integriert, das eine Verbindung zum LinkedIn-Server auoaut, wenn 
Sie diese Webseite besuchen und gleichzeiDg in Ihrem LinkedIn-Konto eingeloggt sind.  
  
Verarbeitendes Unternehmen: LinkedIn Ireland Unlimited Company, Wilton Plaza, Gardner House 4,5,6, 2 Dublin, Irland 
Verarbeitungszweck: Untersuchung des Nutzerverhaltens, Analyse der Wirkung von Online-MarkeGng-Massnahmen und 
Auswahl von Online-Werbung auf anderen Plazormen, die mi_els Echtzeit-Geboten auf Basis des Nutzerverhaltens 
automaGsch ausgewählt werden 
Verwendete Technologien: Cookie und Pixel, die im Browser platziert werden  
Verarbeitete Daten: Daten zur Nutzung der Webseiten und Protokollierung der Klicks auf einzelne Elemente 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst leitet die erfassten Daten möglicherweise an ein anderes Land weiter, z.B. die 
Vereinigten Staaten von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder 
wenden Sie sich direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: LinkedIn Ireland Unlimited Company  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: 
h_ps://www.linkedin.com/legal/privacypolicy?src=li-other&veh=www.linkedin.com  

https://twitter.com/privacy
https://twitter.com/privacy
https://www.linkedin.com/legal/privacy-policy?src=li-other&veh=www.linkedin.com
https://www.linkedin.com/legal/privacy-policy?src=li-other&veh=www.linkedin.com
https://www.linkedin.com/legal/privacy-policy?src=li-other&veh=www.linkedin.com
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Name  Anbieter  Speicherdauer  

AMCVS  LinkedIn Ads  Session  

AMCV  LinkedIn Ads  6 Monate  

AnalyGcsSyncHistory  LinkedIn Ads  30 Tage  

UserMatchHistory  LinkedIn Ads  1 Jahr  

_uetsid  LinkedIn Ads  1 Tag  

_uetvid  LinkedIn Ads  25 Monate  

at_check  LinkedIn Ads  Dauer der Session  

bcookie  LinkedIn Ads  1 Jahr  

gpv_pn  LinkedIn Ads  6 Monate  

lang  LinkedIn Ads  Dauer der Session  

li_sugr  LinkedIn Ads  3 Monate  

lidc  LinkedIn Ads  1 Tag  

mbox  LinkedIn Ads  6 Monate  

s_cc  LinkedIn Ads  Dauer der Session  

s_ips  LinkedIn Ads  6 Monate  

s_plt  LinkedIn Ads  Dauer der Session  

s_pltp  LinkedIn Ads  Dauer der Session  

s_ppv  LinkedIn Ads  Dauer der Session  

s_tp  LinkedIn Ads  Dauer der Session  

s_tslv  LinkedIn Ads  6 Monate  

  
Facebook Ads  

Hierbei handelt es sich um eine Tracking-Technologie, die von Facebook angeboten und von anderen 
FacebookDiensten verwendet wird. Es dient dazu, InterakDonen von Besuchenden mit Webseiten („Events“) zu 
verfolgen, nachdem diese auf eine auf Facebook oder andere von Meta bereitgestellte Dienste geschaltete Anzeige 
geklickt haben („Conversion“).  
  
Verarbeitendes Unternehmen: Meta Plaxorms Ireland Ltd., 4 Grand Canal Square, Grand Canal Harbour, Dublin, D02, Irland  
Verarbeitungszweck: AnalyGk, MarkeGng, RetargeGng, Werbung, Conversion-Tracking, Personalisierung 
Verwendete Technologien: Cookie und Pixel, die im Browser platziert werden  
Verarbeitete Daten: Angesehene Anzeigen, angesehene Inhalte, GeräteinformaGonen, geografischer Standort, HTTPHeader, 
InterakGonen mit Werbung, Diensten und Produkten, IP-Adresse, angeklickte ArGkel, MarkeGnginformaGonen, besuchte Seiten, 
Pixel-ID, Referrer-URL, Nutzungsdaten, Nutzerverhalten, Facebook-Cookie-InformaGonen, FacebookBenutzer-ID, Nutzungs-
/Klickverhalten, BrowserinformaGonen, Gerätebetriebssystem, Geräte-ID, Benutzeragent, Browsertyp 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Meta Plaxorms Ireland Ltd., Meta Plaxorms Inc.  
Klicken  Sie  hier,  um  die  Datenschutzrichtlinie  des  Datenverarbeiters  zu  lesen: 
h_ps://www.facebook.com/privacy/explanaGon  
  

Name  Anbieter  Speicherdauer  

_ip  Facebook Ads  90 Tage  

datr  Facebook Ads  25 Monate  

https://www.facebook.com/privacy/explanation
https://www.facebook.com/privacy/explanation
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dpr  Facebook Ads  7 Tage  

wd  Facebook Ads  1 Jahr  

  
RTB House  

Unser Partner RTB House, ein Werbetechnologieunternehmen, platziert personalisierte Anzeigen mit Produkten, 
die für Sie wahrscheinlich von Interesse sind, auf Webseiten im Internet. RTB House personalisiert diese 
Werbeanzeigen auf Basis früherer Besuche auf unseren Webseiten mi;els geeigneter Technologie und führt auf 
Basis dieser Daten Werbekampagnen durch und zeigt den Nutzenden personalisierte Werbeanzeigen an.  
  
Verarbeitendes Unternehmen: RTB House SA, 61/101 Złota Street 00-819 Warschau, Polen  
Verarbeitungszweck: Digitale Werbedienste, Website-Wartung, Analyse, Erfolgskontrolle, OpGmierung 
Verwendete Technologien: Cookies, Pixel, Tracking durch Dri_anbieter 
Verarbeitete Daten: Cookie-ID, technische Geräte- und BrowserinformaGonen, IP-Adresse, InterakGonen auf der Website 
(besuchte Unterseiten, angeklickte Bu_ons, Verweildauer), GeschäfsinformaGonen für registrierte Nutzer:innen 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs. 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: RTB House S.A.  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://www.rtbhouse.com/privacy-center  
 

Name  Anbieter  Speicherdauer  

rtbhEvents  RTB House  24 Monate  

  
TikTok Ads  

Wir nutzen auf unseren Webseiten TikTok Pixel, ein Conversion-Tracking-Tool für Werbetreibende.  
  
Verarbeitendes Unternehmen: TikTok Technology Ltd, 2 Cardiff Lane Grand Canal Dock, Dublin 2 Dublin, D02 E395 Irland 
Verarbeitungszweck: Werbung, Analyse  
Verwendete Technologien: Cookie und Pixel, die im Browser platziert werden  
Verarbeitete Daten: Werbe-/EreignisinformaGonen, Zeitstempel, IP-Adresse, Benutzeragent, Cookies, Metadaten und 
Schalxlächenklicks. 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO 
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Singapur. Weitere 
InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich direkt an den Webseiten-
Anbieter.  
Empfänger der erhobenen Daten: TikTok Pte Ltd, Singapure  
Klicken  Sie  hier,  um  die  Datenschutzrichtlinie  des  Datenverarbeiters  zu  lesen:  
h_ps://ads.Gktok.com/i18n/official/policy/privacy  
 

Name  Anbieter  Speicherdauer  

__p  TikTok Pixel  13 Monate  

_pangle  TikTok Pixel  13 Monate  

 
4. Weitere Dienste  
  
Google ReCAPTCHA  

Wir nutzen Google ReCAPTCHA, um unsere Webseiten bestmöglich gegen Bots und Spam-So[ware abzusichern 
und vor Missbrauch durch nichtmenschliche Besuchende zu schützen.  
  
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7, 
Irland  
Verarbeitungszweck: Schutz und OpGmierung unserer Dienste und Bekämpfung von Cyberangriffen 

https://www.rtbhouse.com/privacy-center
https://www.rtbhouse.com/privacy-center
https://www.rtbhouse.com/privacy-center
https://ads.tiktok.com/i18n/official/policy/privacy
https://ads.tiktok.com/i18n/official/policy/privacy
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Verwendete Technologien: Cookie und Pixel, die im Browser platziert werden  
Verarbeitete Daten: Referenz-URL, IP-Adresse, InformaGonen zum Betriebssystem, Cookies, Maus- und TastaturakGvitäten, 
Standardeinstellungen von Datum und Sprache, Java-Script-Objekte, Bildschirmauflösung 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an diesen.  
Empfänger der erhobenen Daten: Google LLC, Google Ireland Limited oder jede andere jurisGsche Person, die Google LLC direkt 
oder indirekt kontrolliert, wird von Google LLC kontrolliert oder steht unter gemeinsamer Kontrolle mit Google LLC. Google kann 
personenbezogene Daten in jedem Land verarbeiten, in dem Google oder Unteraufragsverarbeiter von Google Niederlassungen 
unterhalten.  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy  
  

Name  Anbieter  Speicherdauer  

IDE  Google Double Click  1 Jahr  

1P_JAR  Google reCAPTCHA  1 Monat  

ANID  Google reCAPTCHA  9 Monate  

CONSENT  Google reCAPTCHA  19 Jahre  

NID  Google Ads/reCAPTCHA  6 Monate  

DV  Google AnalyGcs  10 Minuten  

  
Google Maps  

JobCloud verwendet auf ihren Websites Google Maps von Google Ireland Ltd. Wir verwenden Google Maps, um 
Ihnen Stellenanzeigen in der Nähe Ihres Standorts anzuzeigen, sofern Sie uns die Standortverfolgung gesta;en. Für 
uns gehört dies zu unseren Leistungen.  
  
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: Erbringung der gewünschten Dienstleistung zur Anzeige von Stellenanzeigen in unmi_elbarer Nähe der 
betroffenen Person  
Verwendete Technologien: API, JavaScript, der im Browser platziert wird  
Verarbeitete Daten: StandorGnformaGonen, anonymisierte IP-Adresse 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC oder jede andere jurisGsche Person, die Google LLC direkt 
oder indirekt kontrolliert, von Google LLC kontrolliert wird oder unter gemeinsamer Kontrolle mit Google LLC steht. Google kann 
personenbezogene Daten in jedem Land verarbeiten, in dem Google oder Subdienstleister von Google Einrichtungen 
unterhalten. 
Die Datenschutzrichtlinie des Datenverarbeiters finden Sie hier: h_ps://policies.google.com/privacy  
 

Name  Anbieter  Speicherdauer  

NI  Google Maps  6 Monate  

 

GeolocaTon API  

Mit der GeolocaDon-API kann der Benutzer seinen Standort auf Wunsch an Webanwendungen weitergeben. Wenn 
Sie bei der Suche nach einem Job auf der Website von JobCloud die nächstgelegenen Jobs zu Ihrem Standort finden 
möchten, können Sie die FunkDon „Meinen Standort aktualisieren“ akDvieren. Indem Sie darauf klicken, erklären 
Sie sich damit einverstanden, dass JobCloud Ihre von Ihrem Browser übermi;elte IP-Adresse zur Nutzung unserer 

https://policies.google.com/privacy?tid=331707193827
https://policies.google.com/privacy?tid=331707193827
https://policies.google.com/privacy?tid=331707193827
https://policies.google.com/privacy


  
   

Cookie-Hinweis Januar 2026 17  

Website zur groben BesDmmung Ihres Standorts (StandortbesDmmung) nutzt, um 
Ihnen die Stellenangebote in der Nähe Ihres Standorts anzeigen zu können (Art. 6 Abs. 1 lit. a DSGVO).  
Der Zugriff auf die GeolocaDon-API erfolgt über einen Aufruf tonavigator.geolocaDon; dies führt dazu, dass der 
Browser des Benutzers um Erlaubnis zum Zugriff auf Standortdaten bi;et. Sobald die Erlaubnis erteilt wurde, nutzt 
der Browser die beste verfügbare FunkDonalität auf dem Gerät, um auf diese InformaDonen zuzugreifen (z. B. GPS).  
  
Mobile Apps  

Für die mobilen Apps des Unternehmens, die über den Google Play Store und den Apple Appstore erhältlich sind, 
gelten die folgenden InformaDonen zur Tracking-Technologie. Für das Tracking in Apps werden „So[ware 
Development Kits“ (SDKs) verwendet, um InformaDonen über die App-Nutzung zu sammeln, z.B. Anzahl der 
Sitzungen einer App, von wo auf der Welt Benutzende angemeldet sind, wie o[ eine App abstürzt, auf welchen 
Betriebssystemen und Geräten die App ausgeführt wird und wie o[ besDmmte App-FunkDonen verwendet 
werden. Über die SDKs können benutzerdefinierte Metriken erstellt werden, die es Entwicklern ermöglichen, Daten 
zu verfolgen, z. B. wie Benutzer mit besDmmten A;ributen mit einer App interagieren oder wie lange es dauert, bis 
Benutzende ein benutzerdefiniertes Ziel erreichen. Entwickler können diese Daten dann nutzen, um die App zu 
verbessern. Technische Probleme können erkannt und behoben werden, z. B. häufige App-Abstürze. Unbeliebte 
FunkDonen können enkernt oder aktualisiert werden, um sie besser nutzen zu können.  
  
1. Unbedingt erforderliche SDK  
  
Google Firebase  
Firebase Remote Config  
  
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: OpGmierung  
Verwendete Technologien: SDK 
Speicherdauer: 180 Tage  
Verarbeitete Daten: Firebase-InstallaGons-ID  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA  
  
Google Firebase  
Firebase Dynamic Links  
  
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: OpGmierung  
Verwendete Technologien: SDK  
Speicherdauer: 30-90 Tage  
Verarbeitete Daten: GeräteinformaGon (iOS), IP-Adressen (iOS)  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy?hl=en-US  
  
2. FunkTonale SDK  
  
Google Firebase  
Firebase A/B tesDng  
  
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  

https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
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Irland  
Verarbeitungszweck: FunkGonalität  
Verwendete Technologien: SDK  
Speicherdauer: 30-90 Tage  
Verarbeitete Daten: Firebase-InstallaGon-IDs, Geräte-InformaGonen (iOS), IP-Adressen (iOS) 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy?hl=en-US  
  
Google Firebase  
Firebase In-app-messaging  
  
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: FunkGonalität  
Verwendete Technologien: SDK  
Speicherdauer: 30-90 Tage  
Verarbeitete Daten: Firebase-InstallaGon-IDs, GeräteinformaGonen (iOS), IP-Adressen (iOS) 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy?hl=en-US  
  
GMS/HMS Standortservices  
 
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland; Huawei Technologies Co., Ltd  
Verarbeitungszweck: FunkGonalität  
Verwendete Technologien: SDK 
Speicherdauer: 18 Monate  
Verarbeitete Daten: Standort, Geräte-ID  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO 
Ort der Verarbeitung: Europäische Union, UK, USA  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA, Huawei Technologies Co., Ltd  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy?hl=en-US, 
h_ps://developer.huawei.com/consumer/en/doc/hmscore-common-Guides/privacy-0000001261262707  
  
3. AnalyTsche SDK  
  
Google AnalyTcs  
 
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: Werbung  
Verwendete Technologien: SDK 
Speicherdauer: 26 Monate  
Verarbeitete Daten: Standort, Geräte-ID  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  

https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://developer.huawei.com/consumer/en/doc/hmscore-common-Guides/privacy-0000001261262707
https://developer.huawei.com/consumer/en/doc/hmscore-common-Guides/privacy-0000001261262707
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ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land 
weiterleiten, z.B. Vereinigte Staaten von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-
Anbieters oder wenden Sie sich direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy?hl=en-US  
  
Google Firebase  
Firebase Performance Monitoring  
  
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: Analyse  
Verwendete Technologien: SDK  
Speicherdauer: 30-90 Tage  
Verarbeitete Daten: Firebase InstallaGons ID, IP-Adresse  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy?hl=en-US  
  
Google AnalyTcs for Firebase  
 
Verarbeitendes Unternehmen: Google Ireland Limited, Gordon House, 4 Barrow St, Grand Canal Dock, Dublin 4, D04 V4X7,  
Irland  
Verarbeitungszweck: Analyse  
Verwendete Technologien: SDK  
Speicherdauer: Werbekennung für 60 Tage, andere Analysedaten für 14 Monate  
Verarbeitete Daten: Mobile Anzeigen-IDs, IDFVs/Android-IDs, Firebase-InstallaGons-IDs, AnalyGcs-App-Instanz-IDs 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://policies.google.com/privacy 
 
Tealium  
 
Verarbeitendes Unternehmen: Tealium Inc., 9605 Scranton Rd., Ste. 600, San Diego, CA 92121, USA  
Verarbeitungszweck: Werbung  
Verwendete Technologien: SDK  
Speicherdauer: 12 Monate  
Verarbeitete Daten: Webseiten-Cookies  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO 
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Google Ireland Limited, Google LLC, USA  
Klicken Sie hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen: h_ps://tealium.com/privacy-noGce  
  
Appcenter  
 
Verarbeitendes Unternehmen: Microsof Ireland OperaGons Limited, One Microsof Place, South County Business Park,  
Leopardstown, Dublin 18 D18 P521, Irland 
Verarbeitungszweck: Analyse  
Verwendete Technologien: SDK  
Speicherdauer: 90 Tage  

https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://policies.google.com/privacy?hl=en-US
https://tealium.com/privacy-notice
https://tealium.com/privacy-notice
https://tealium.com/privacy-notice
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Verarbeitete Daten: Anzahl App-Starts und Neustarts, Land, anonymisiert 
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO  
Ort der Verarbeitung: Europäische Union  
ÜbermiBlung in DriBländer: Dieser Dienst kann die erhobenen Daten in ein anderes Land weiterleiten, z.B. Vereinigte Staaten 
von Amerika. Weitere InformaGonen finden Sie in der Datenschutzerklärung des Webseiten-Anbieters oder wenden Sie sich 
direkt an den Webseiten-Anbieter.  
Empfänger der erhobenen Daten: Microsof Ireland OperaGons Limited, Microsof CorporaGon, USA Klicken Sie 
hier, um die Datenschutzrichtlinie des Datenverarbeiters zu lesen:  
h_ps://privacy.microsof.com/privacystatement  
  
KPI-Tracking  
 
Verarbeitendes Unternehmen: JobCloud AG, Albisriederstrasse 253, 8047 Zürich, Schweiz 
Verarbeitungszweck: Analyse  
Verwendete Technologien: App  
Speicherdauer: 13 Monate  
Verarbeitete Daten: GeräteinformaGonen, Benutzer-ID  
Rechtsgrundlage für EU-Nutzende: Art. 6 Abs 1, lit. a DSGVO 
Ort der Verarbeitung: Schweiz  
ÜbermiBlung in DriBländer: Es findet keine Übermi_lung in Dri_länder sta_.  
Empfänger der erhobenen Daten: JobCloud AG  
Klicken  Sie  hier,  um  die  Datenschutzrichtlinie  von  JobCloud  zu  lesen: 
 h_ps://www.jobcloud.ch/c/dech/datenschutzerklarung/  
  
Wie können Sie Ihre Cookie-Einstellungen ändern?  
Die meisten Webbrowser ermöglichen zumindest eine gewisse Kontrolle der meisten Cookies über die 
Browsereinstellungen. Sie können die Verwendung von Cookies ablehnen, indem Sie die entsprechenden 
Einstellungen in Ihrem Browser auswählen, um Cookies abzulehnen. Sie können vorhandene Cookies auch über 
Ihren Browser löschen.  
  
EU-Bürger:innen können ihre Cookie-Einstellungen jederzeit individuell anpassen, indem sie einzelne Kategorien 
von Cookies im Cookie-Banner von JobCloud akDvieren oder deakDvieren. Wir bi;en Sie immer um Ihre 
ZusDmmung, bevor wir Cookies verwenden, die nicht unbedingt erforderlich sind, um die Dienste bereitzustellen, 
die EU-Nutzenden auf unseren Webseiten zur Verfügung stehen.  
  
In einigen unserer mobilen Anwendungen haben Sie ausserdem die Möglichkeit, ähnliche Technologien über Opt-
Out-Bu;ons zu blockieren. Sie können der Datenverarbeitung auch über die Cookie Einstellungen in der Fusszeile 
der Webseiten, widersprechen.  
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